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ABSTRACT 

This article presents Mobile Encounter Networks, which 
emerge when mobile devices come across each other and 
form a temporary connection between them using a common 
short-range radio technology. Local information exchanges 
between mobile devices results in a broadcast diffusion of 
information to other users of the network with a delay. In 
addition to presenting the concept of mobile encounter 
networks, we also provide an abstract method for describing 
the information diffusion process inside them.  

INTRODUCTION 

Mobile Peer-to-Peer (MP2P) networks are designed for 
resource sharing in mobile environments. These networks 
include structureless ad hoc networks as well as infrastructure 
based cellular networks with terminals having capabilities to 
share their resources. There are various examples of peer-to-
peer applications for ad hoc networks [8],[3],[14],[6], cellular 
networks [10],[1] or both [4]. 

Resource sharing in general can be described from two 
different approaches. First, we can look at the way the 
resources are processed: the resources can be shared 
proactively, which means providing peers with them without 
a specific request, or reactively which means sharing 
resources on demand. The second approach is to study the 
way the resources are transmitted from the provider-peer to 
the user-peer. In multi-hop transmission, the resources are 
delivered via other intermediate peers, whereas  single-hop 
transmission allows communication only between adjacent 
nodes.   

These two approaches are presented in table 1. Because this 
paper focuses on information transmission, the table  
concentrates on this feature. However, the same 
categorization could also be used with different resource 
types. 

Both of the routing methods, proactive and reactive, are 
applicable in the context of mobile peer-to-peer networks, 
however, proactive transmission of the routing information 
will cause substantial overhead compared to payload traffic. 
The reason for that comes from the fact that the mobility of 
network nodes continuously changes the topology of the 
network, and thus, routes between network nodes must be 
updated frequently, and this new information must be 
delivered to all the nodes whether or not they benefit from it. 
Thus, proactive routing information transmission is better 
suited for systems that are rather stable, such as routing in a 
wired network. Reactive request of the routing information, 
on the other hand, is best used in a dynamic environment, 
such as a mobile ad hoc network. When a route between 
communicating network nodes is requested only when it is 
actually required, unnecessary data transmissions are avoided. 

Table 1:  Information diffusion in different environments. 
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The both routing examples mentioned above share a 

common feature: the message is transmitted via other network 
nodes. This is, indeed, the only way to deliver a message from 
node to node with no direct data link between them. In MP2P, 
however, the network topology changes as mobile nodes 
move. Due to these changes, the nodes may end up near 
another node which possesses desired information or to which 
they want to deliver information. This whole system is 
simplified by allowing only direct links so that information is 
transmitted from the source node to the target without 
intermediate nodes. Therefore the only remaining option is to 
proactively query the required data from the nodes it 
encounters. 

This paper introduces a new class of mobile networking 
systems, the mobile encounter networks. These networks do 
not require an infrastructure and do not have problems of 
multi-hop communication requiring much lower density of 
mobile devices compared to ad hoc networks for operation. 
There are, however, certain limitations of applications 
operating in mobile encounter networks, but some 
applications are feasible to be built using mobile encounter 
network architecture. 

The paper is structured as follows. Section II introduces 
related work in the area of mobile peer-to-peer networks, 
information diffusion in mobile environments and delay-
tolerant networking. Section III provides an overview of the 
mobile encounter network concept and compares it with ad 
hoc networking. Section IV introduces an abstract model for 
describing data sharing in mobile encounter networks. Section 
V concludes the results. 

RELATED WORK 

Mobile encounter networks and MP2P systems both reside on 
the application layer relying on short range wireless 
technology for communication inside encounters. However, 
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there are some characteristics, which distinguish mobile 
encounter networks from other MP2P systems. Multi-hop 
resource discovery commonly found in P2P systems is 
missing from mobile encounter networks. Resource discovery 
in mobile encounter networks is done via pair-wise 
communication between two mobile devices inside an 
encounter and does not involve other devices outside the 
encounter. The way of obtaining data in mobile encounter 
networks is push-based rather than pull-based commonly 
found in other MP2P systems [11]. Mobile encounter 
networks are not intended for searching, but rather for 
spreading information to interested parties.  

Information diffusion in mobile encounter networks takes 
place when a mobile device stores information obtained from 
another mobile device in an earlier encounter and later 
forwards the information to other mobile devices in new 
encounters. The diffusion of information in such a network is 
delayed and represents a way of replicating information lazily 
among the devices. The origin of the information diffused in 
mobile encounter networks can be any external source, e.g. 
user or device. 

The devices participating in the mobile information 
diffusion need to provide some resources for the diffusion 
process. For example, transmitting information always 
requires some amount of battery power and therefore some 
part of the information diffused in the mobile encounter 
network needs to be relevant for the user of the device. 
Information diffusion in mobile communities has been 
studied by e.g. [9],[11]. 

As was mentioned earlier, mobile encounter networks are 
slow in spreading data. In certain application scenarios, 
however, the slow speed of information transmission, does 
not present a problem. Communication systems of this type 
are referred to as delay tolerant networks (DTN), and  have 
been the subject of interest in different contexts. In these 
studies [7],[13], entities which are already in motion have 
been used to transport information. 

Mobile encounter networks combine the concepts of MP2P 
and DTN while providing the tools for modelling information 
diffusion. 

MOBILE ENCOUNTER NETWORKS 

Mobile encounter networks are formed of mobile devices 
coming across each other and having a connection between 
them using short-range radio technology, such as Bluetooth or 
WiFi. One encounter contains the discovery of devices, the 
establishment of connection between two devices and the 
exchange of data. One mobile device can form connections to 
multiple other devices in succession. In this way, the 
information from one node can be copied to many other 
mobile devices. The duration of the encounter is usually 
short, because of the mobility of the devices, but it can also be 
long if the mobile devices are not moving or have similar 
motion patterns. A mobile encounter network is then the 
network resulting from all encounters. Mobile encounter 
networks are very dynamic, and in contrast to ad hoc 
networks, they do not provide continuous multi-hop 
communication, but only a successive pair-wise 
communication between two mobile devices. 

Compared to infostations [5], mobile encounter networks 
provide faster diffusion of information, because the mobile 
devices can obtain information not only from the infostation, 
but also from other devices. 

In infrastructure based information diffusion, for example 
in a GSM network, the network is used to transmit 
information from a mobile device to a centralized server and 
mobile devices use this centralized server to obtain data. 
Compared to infrastructure based information diffusion, 
mobile encounter networks often provide a slower 
information diffusion and limited coverage. This is because 
the information is only available to the mobile devices, which 
have encountered other mobile devices providing the 
information. However, there are certain advantages in 
information diffusion over mobile encounter networks. First, 
there is no need for infrastructure for transmission of data. 
Second, the information diffusion in mobile encounter 
networks is inexpensive, because no external service provider 
is needed for the transmission of data. Also, because all 
communication takes place within encounters between two 
mobile devices, there is no need for an external server where 
information would be stored. Without an external server, 
which potentially could become a bottleneck in a growing 
system, the mobile encounter networks are also very scalable.  

Mobile encounter networks resemble ad hoc networks in 
the sense that they allow two mobile nodes that come within 
range of each other to establish a connection and exchange 
data. There are, however, many differences between mobile 
encounter networks and what is usually considered as ad hoc 
networking. 

Perkins [12] suggests that the main problems in ad hoc 
networks is providing multihop routing of data through the 
mobile nodes which are potentially moving and continuously 
changing the configuration of the network. A route in an ad 
hoc network can be repetitively broken due to a node in its 
path moving out of the reach of its neighbours. A significant 
research effort is put into designing algorithms for repairing 
broken routes without generating too much control traffic. 
Moreover, routing requires assigning global addresses to the 
nodes, since the data sent by a source node is targeted at a 
specific destination node (or possibly at a multicast group), 
which is not necessarily within the transmission range of the 
source. Of course multi-hop routing in ad hoc networks 
considerable extends reachability and decreases the latency, 
whereas in mobile encounter networks reachability is limited 
and latency grows when density and mobility of mobile 
devices decrease. 

Compared to ad hoc networks, mobile encounter networks 
differ in that they do not provide any routing facilities, since 
the goal is to spread information to as many nodes as possible 
rather than target specific destinations: a source node running 
one given application over a mobile encounter network sends 
data to any other node running the same application entering 
its transmission range. The other node will cache the data, and 
later send it further when it comes within range of other 
nodes. There is no need for mechanisms preventing data to 
loop back to its original source as in many ad hoc networks 
protocols. Moreover, since the data is sent only to the 
neighbours which are within the transmission range, no global 
addressing is required: The underlying communication 
medium takes care of assigning addresses to the nodes which 
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are within range of each other since the actual data 
transmission requires distinguishing different neighbours. In 
particular, mobile encounter networks do not require the 
functionalities commonly found on the network layer of 
protocol stacks whereas the scope of ad hoc networks is 
mainly on the network layer. Mobile encounter networks 
operate on application layer and require only link layer 
connectivity using some wireless radio technology and  
reliable data transport functionality from the transport layer. 

MODELLING MOBILE ENCOUNTER NETWORKS 

Next, we will introduce a formal method for modelling the 
information diffusion process in mobile encounter networks. 
Let us define B as a vector which maintains the state of n 
network nodes: whether they possess the information or not. 
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to indicate the possibility of nodes communicating with each 
other so that value 1 of the discrete and binary-valued 
function  

[ ]1,0)(, ∈tf ji       (3) 
represents the possibility of communication from node i to 
node j. Because communication with oneself does not provide 
added value, let us define 
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Therefore, we can say that information diffusion taking place 
at the time t will cause a change in vector B, so that 
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A set of functions (3), which are elements in matrix F, 
characterizes the information diffusion process of the mobile 
encounter networks. Matrix F has a crucial importance in 
modelling encounter networks, since it contains the 
information when individual mobile nodes encounter each 
other. It is important to define the matrix as a function of 
time, because encounter networks are highly unstable and the 
data links in them are continuously formed and broken.  

In order to find out how F should be defined, we 
programmed a simulator with Matlab. Our approach was to 
use the City Block [2] mobility model as a starting point, 
because it provides a rather realistic model of the behaviour 
of mobile node entities. We then added two features based on 

[9] to this model: First, in addition to the information only 
being copied in the population, it can also be obtained from 
outside the system. Second, unlike in the original City Block 
model, in our version the mobile nodes were able to leave the 
City Block observation area for short periods of time, but they 
always re-entered the area.  

I

 
Figure 1. The simulation space. 

 
Figure 1 introduces the simulation space. The City Block is 

situated in the lower left corner. Every time a mobile node 
chooses its next target point,  there is a 90 % probability that 
the point will be in the City Block area and a 10 % probability 
that it will be outside it. This also applies for nodes that are 
already outside the City Block area. In the upper right corner 
(I), an information source is located. When a mobile node 
leaves the City Block area, it may end up in the information 
source, in which case it receives information. If it does not hit 
this area, the probability for it to encounter another node is 
very small, and therefore it is virtually unable to receive 
information. 
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Figure 2. The simulation space. 

 
The simulation model was highly simplified, but since its 

sole purpose was to study the intervals of node encounters, it 
was sufficient for our use. Let us say that node A encounters 
node B at time t0 and node C at t1. The interval between those 
two encounters is thus t1-t0. By monitoring all the encounters 
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during the simulation run and comparing the moment of each 
encounter with the moment of the previous encounter 
experienced by the same node, we were able to plot a 
distribution of the encounter intervals. 

Figure 2 presents two curves: the average distribution from 
ten simulation runs and the gamma distribution, 
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which the simulation results resemble. Since gamma 
distribution gives us the time one has to wait until a certain 
number of events has occurred, its application area is similar 
to our problem, and therefore we can use it as an example 
when defining the matrix F.  In general form function (6) 
provides insight into the information diffusion process. As it 
was mentioned above, defining the matrix F characterizes the 
nature of the diffusion process. Our simulation results lead us 
to believe that when observing phenomena that can be 
modelled with the City Block mobility model, the nature of 
the matrix F should be defined based on the gamma 
distribution: The time intervals during which function (3) 
receives values other than 0 follow the gamma distribution. 
Let us define that  

jikt ,,       (8) 
is the time when node i encounters node j for the kth time. 
Thus we can say that function (3) is defined as follows 
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and that the values of functions 
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follow the gamma distribution (7). 

CONCLUSIONS AND FUTURE WORK 

Mobile encounter networks are emerging as a new area of 
mobile communication, because of the wide-spread use of 
short-range radio technologies in today's mobile devices. 
Some applications are well suited for mobile encounter 
networks, which are restricted to only single-hop 
communication. Compared to ad hoc networks, simpler 
algorithms can be used, and compared to cellular network 
based MP2P applications, no infrastructure is needed. 

It should be noted that there is no method for routing in a 
traditional sense in mobile encounter networks. Instead, the 
information spreads through a diffusion process. Therefore, 
the only layers needed in the protocol stack of a mobile 
encounter network are physical, data link, transport and 
application layer. There is no use for a network layer, so it 
can be omitted.  

In this paper we introduced a formal method for describing 
the information diffusion process and used the City Block 
mobility model for estimating node behaviour in order to 
illustrate the characteristics of the formal method. By 
observing node encounters, we were able to define an 
applicable form for describing the matrix F, which we had 
first presented in a general form. 

In the future, more simulations should be run with different 
mobility models, in order to find more function sets for 
describing different types of application scenarios.  
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